
How to connect an iPhone to SPORTAUS 
wifi when you already have a 
SPORT/ausport.gov.au account 
 
The onboarding process relies on having a network connection to the onboarding servers. 
This is most easily achieved by using AIS_Visitor public network. If the device already has a 
logon to SPORT wireless network, this can be used to skip the first steps. 
 
Connect to AIS_Visitor guest network by selecting network, then waiting for the popup, 
ticking the box and tapping “Guest Access” 
 



When the logon screen shows “Done” click to close. If you already had a SPORT wireless 
connection, start here. 
 

Open Safari and enter “b.link/sportauswifi” – this will redirect to the following logon 
page – https://networklogin.ausport.gov.au/onboard/device_provisioning.php 

enter your SPORT username and password. You do not need to create an account. 

 
 
Once logged in, Install Certificate and Profile, clicking through various dialogues. Not every 
step is shown below. 

 
 



 
 
After installing these items, there is still a final step that is not at all obvious. Until the 
profile is installed it will not work. To complete the process, open Settings and tap on 
“Profile Downloaded” which will have appeared, then tap on “Install” and click through a 
multitude of screens. Not all steps are shown below. 
 



 
 
Once the profiles are successfully connected, SPORTAUS wireless is ready to use. It is best to 
delete the network access that has been used for onboarding (guest access with AIS_Visitor 
or previous BYOD access with SPORT wireless). 
Go to Wi-Fi in Settings, and select the network you no longer need, then tap on “Forget this 
Network” 
 
 
 
 
 



 

 
Now check that SPORTAUS wireless is set to Auto-Join. 
 

 
This completes the setup for SPORTAUS wireless on an iPhone. 
 
If you need to remove the wireless config just installed for any reason, it can be found in 
Settings > General under “Profiles and Device Management”. “Remove Profile” will uninstall 
the configuration. “More Details” will show the network profile and digital certificates that 
are used for security and authentication. 



 


